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Introduction

Threat actors are constantly adding to their repertoire by exploring

new tactics and techniques to help bolster their efficacy against both
technological blockers and humans. So far, this year has been no
different as they have continued to add new methods to their toolchest.

Thus far in 2021, we have observed several new techniques in the realm

of customization as well as obfuscation. We will cover several examples

in this report. We will also examine several consistent attack trends that
continue to plague organizations across the globe.

We are halfway through 2021 and one thing remains unchanged -
email is still the number one attack vector for infecting organizations
globally. Through the first half of 2021, phishing attacks continued
their evolution with greater levels of sophistication. For the first time
we observed attackers leveraging real web certificate data to add
credibility to their attacks through customization. We also observed

greater levels of obfuscation as some attacks threat actors went to
great lengths to disguise the nature of their attacks. We observed
phishing attacks leveraging CAPTCHA technology to avoid
detection.

Threat actors also continued the cycle of abuse by leveraging legitimate
services to hide their intent. Job seekers and hiring functions within
organizations were also targeted with phishing emails designed to
mimic legitimate job sites.

IC3 recently reported Business Email Compromise as the costliest of
cybercrimes in 2020 with adjusted losses totaling $1.8 billion. It is not
surprising we observed a large and growing volume of BEC attacks
throughout Q1('21) and Q2("21) which show no signs of abating.
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In late January, the world learned of the coordinated law enforcement
effort that had resulted in the takedown of the Emotet malware group
in what is unfortunately all too rare of an event. Prior to the takedown,
Emotet had been one of the most advanced, professional, and
sustained malware services in operation. Emotet began operating as a
banking trojan but over time had expended its scope to act as a loader
for other distributors of other malware types to leverage thus Emotet
became widely relied upon as MaaS (Malware-as-a-Service).

Many of the “Banking Trojans” we cover below were already following
a similar trajectory though some appear to have further embraced the
MaaS model given the demand left in the wake of the Emotet takedown.

We also look at some RAT (Remote Access Trojan) activity as RAT's have
been quite active throughout the first half of 2021.
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Personalized Attacks - Site
Certificate Data

We predicted in our 2020 Global Security Report that we would see attackers further
personalizing and customizing their attacks this year and the following attack was one of
many that lived up to this prediction. This phishing attempt was posing as certificate errors for
the recipient’s website. What made it unique was it pulled their real certificate data and DNS
(Domain Name System) A-record to tailor the phishing message to their domain. The payload
URL also led to a credential harvesting site customized for their specific web platform admin
page. While testing, we observed the generic WordPress admin login page and Shopify login
pages (depending on the target).

EXAMPLE 1: CERTIFICATE ERRORS

Reply All Forward

Thu 4,

' Let's Encrypt Error Prevention

ignature Algorithm

ed as the owner of Swsgerdesiss.com. This domain address is using a R3 certificate, and our systems

ated to your certificates.

ty, we intensively upgrade our error prevention and reporting services.
Shopify Support Team. You're able to resolve this issue by logging to your Shopify Panel.

hmgglieine. com Certificate Data
Let's Encrypt / R3
Issuance Date: 2/5/2021 1:10:54 AM J Expiry Date: 5/6/2021 1:10:54 AM
Serial Number: 04:E3:70:DC:26:51:F4:BB:7F:EB:6A:3B:F6:4E:82:6F :EB:E4
DNS A Record: nsl.uniregistry-dns.com

\‘.
“What can happen to Ssage desies com?

Your website can show certificate errors to your customners and in critical case fi PO0DLE-TLS.

We highly recommend you to fix the issue described in
ick or tap to follow link.
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https://zix.com/resources/threat-report

Obfuscation — Morse Code

Scripting

Attackers are always evolving with innovative methods attempting to avoid email security
gateways via obfuscating code. One of the more unique methods we have run across this year
so far utilizes Morse Code within an .html attachment that, when opened, appears as a blurred-
out Excel file with a fake login screen containing the recipients company logo. It was designed
to harvest user credentials and post them back to the attacker's infrastructure.

EXAMPLE 1: MORSE CODE FUNCTION

Approvéd Messagé for

As per our renewed policy, please see attached payment for your confirmation

Regards
1M HxD - [C:\Users\dpickett\Desktop\Samples\: wi-Report-272222 xis. HtMI]
&Y File Edit Search View Analysis Tools Window Help

s B @~ s ~!| Windows (ANSI) || hex =

i) sisb——s-Report- 272222 xls.HMI

offset (h) 29 2A 2B 2C 2D 2E 2F

00000000

samats BEYy e

00000030 e'></p>....<script>..
00000060 {- var ref = { ..
00000090 - e S ol -1

-split(* *)..
-split(® %).. 4
A 7D 0D OA oA b)) ) -join(*")..
20 2E 2E 2D ar decoded = decodeMorse("...—— —-.-.
20 2D 2D
20 2D 2D
2E 2D 20
2E 2E 20
20 2D 2E 2E 2E 2E
20 o® oF

>

Special editors

Data inspector

449

Binary (8 bit)

Intg

Uints

Int16

Ulnt16

Int24

Ulnt24

Int32

Ulnt32

Int64

Ulnté4

AnsiChar / chardt
WideChar / charl6
UTF-8 code point
Single (float32)
Double (float64)
OLETIME
FILETIME

DOS date

DOS time

DOS time & date

Reply All

EEEEEEREEE

01100110

102

102

30054

30054

7239014

7239014

1668183398
1668183398
7957695015192261990
7957695015192261990
f

L

f (U+0066)
4.39878453849294E21
9.083672063161196223

11/6/2038
24312 PM
11/14/2029 2:43:12 PM
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More Obfuscation- Captcha
Phishing

Thus farin 2021, we are seeing more captcha technology incorporated into phishing attempts.
In February we observed a Spotify phishing campaign using captchas. We anticipate seeing
this used more often as the presence of the captcha helps attackers hide the content of their
landing pages from web scanning services that might otherwise identify it as suspicious.

EXAMPLE 1: SPOTIFY CAPTCHA

Your Spotify Subscription Ended - Billing Issue

WELCOME TO
SPOTIFY.

CONFIRM YOUR ACCOUNT

Clicking on the “CONFIRM YOUR ACCOUNT" link leads to this captcha security challenge
which must be entered correctly to proceed.

EXAMPLE 2: SPOTIFY CAPTCHA

Security Challenge

Enter Captcha Code
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Once the captchais completed you are brought to a convincing Spotify branded credential
harvesting page.

EXAMPLE 3: SPOTIFY CAPTCHA

e Spotify

To continue, log in to Spotify.

Remember me

Forgot your password?
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Targeting Workers/Hiring
Organizations

In late March, as millions of workers were re-entering the workforce post pandemic, we
observed phishing attacks targeting Indeed users. This poses a risk not only to job seekers
but to employers as well, particularly HR functions. As you can see in the example below
the attackers are utilizing an HTML attachment to deliver the phishing page used to gather
personal credentials.

EXAMPLE 1: INDEED

Irsddied Bocoumt uBdite bor vicki =8 (]

o Indierd sh-Aor-repind ngeea con -

Ay Rupay iy Py il » R

‘ e, Upsmie P bervd
U kB

Confirm your amail address an Indeed
Thasnis for wsing Ir

Pladia downiasd tha Blsched Sor
ogin 1o th Mk bo veeily yous

s Bk B
sidinns

1 you need lulther assistance, ploase coningl us
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Living off the Land (LOtL)
Phishing Attacks

LOtL phishing attacks continue to proliferate as they offer threat actors the benefits of using
legitimate services for illegitimate purposes. In addition, it is much easier to conduct attacks
from the legitimate platform as little to no extra infrastructure is needed. We see some of the
best attackers rotate through different platforms over time to keep defenders on our toes.

Top 20 services abused in LOtL Phishing attacks (by email volume).

Google APIs OracleCloud
GoogleDocs AzureWebsites
AppSpot WeTransfer
Amazon AWS FireBaseApp
WebApp (Google) MySharepoint
Pagelink ReBrandly
FeedProxy BlogSpot
SendGrid SurveyMonkey
WindowsNET AzureEdge
ListManage GoogleSites
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A COVID-19 themed LOtL attack we captured stated that “a team member has been infected
with Covid-19" and to see the below names of suspected cases and stay isolated from them.
The message contained a payload link to a “Microsoft PDF Online Cloud Document.” The link
led to an Adobe PDF Online Cloud Document themed phishing page. Weebly is an abused
website and form builder that we have seen an uptick of LOtL attackers utilizing this year.

EXAMPLE 1: MICROSOFT CLOUD DOC

Suspected cases of COVID-19 infected persons

T Reply All Forward

One of our te 2n infe: vith Covid-19. See below, names of sus
COVID-19 infected persons.

As part of precaution measures please see the list of people who have been infected below and to

warn you to stay isolated from them.

Open list below in PDF

://pdf-documentweeblysite.com/
I
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Attackers utilizing LOtL phishing tactics are always looking to add additional services to

their toolkit for abuse. In June, we observed a major surge in abuse of Google's Feedproxy/
Feedburner service. Attackers have been observed repeatedly abusing Google's Sites, Docs,
and APIs (Application programming interfaces) service with malicious links as they are always
looking for legitimate services to help blend in and fly under the radar of security solutions.
Though the Feedburner service has been around for quite a while, attackers discovered a
method for abuse and began launching phishing attacks utilizing feedproxy.google.com links
to host redirects to phishing pages.

EXAMPLE 1: GOOGLE

You received notification from DocuSign Electronic Signature Service

-emginestiog com> LA EEAIEEE
Tue & 41 AM

bepryd c andreas &7 AM

if theve are problems w "oy deaplayed, chdi here Bo view it in s web beowser.

ROy, oo O =i
ef = 1 yezddhe vl celumibu.

Lo s Tl link.

Dear Recapient

Please rewiew this imvoie
It i3 an elecironcally generated noboe
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LOtL by the numbers...

These attacks are becoming more frequent as senders attempt to remain below radar

with perimeter defenses and to confuse their targets regarding the message’s legitimacy.
Through the first six months of 2021 we saw an 11% increase in phishing attacks relying on this
technique. In total we recorded 29.7 million phishing emails utilizing this tactic, among the 43
services we are actively tracking.

Below is a look at the top ten by volume of email-based attacks:

LOtL (Service-based) Phishing Attacks

AN Dy
S Y

ANC Ao
AR

AN B

A

3 AN NN
o W, Y

7 AW N
Z,000, oL

5 5 X & 2\ N & A, 2
o (& o ) N & - PRS & N
b S K o & > <&° © & 0y
fo & QN £ [e5 & E) L 3 W2
& 0w F L X C o S >
ol i %@1 ’H‘Q\ 1 J 45\(\ ¥
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Business Email
Compromise (BEC)

Business email compromise attacks continue to be a favorite avenue of threat actors as one
of the most profitable cybercrime endeavors in 2021. The attacks require minimal time or
money investment and can yield huge windfalls for the attacker. BEC attacks have also proven
easier to get past layers of security solutions when compared to malware attacks. While also
avoiding the complex infrastructure (i.e.,, command and control) and testing that goes along
with malware operations. Attackers utilize a variety of different methods to achieve their goal,
financial fraud. The most common version we see begins with spear phishing emails designed
to grant the attacker access to an account.

Once inside an account, the attacker will monitor legitimate conversations and look for an
opportunity to insert themselves at just the right time. They will do this to redirect financial
transfers and payments into their own account. If they are unable to do this in the account
that they have compromised, they will pivot to another account by sending more phishing
messages to the contact list of the account they are in currently. Using this method, the
attacker can gain access to someone else's account that does handle monetary transfers.

BEC Credential Theft Message Example (Redacted)

EXAMPLE 1: CREDENTIAL THEFT

Preliminary CD Package Has Been Generated ( Review / Download Docs )- for Loan #:XXXX415401 (encrypted)

Reply

llowing loan:

Closing

ACCESS DOCUMENT

Financial will engage with the Satflement Agent fo finalize fees oan documents are drawn. In preparation, plaas: iew and/or complete

Setflement Agent:
1firm Vesting
g, etc.)}

4 ) i Statement/Closing Disclosurs {CD) to bala

Broker/Processor:
1. Review the Draft Closing Disclosure for accuracy of fees and compensation
2. Upload the fol g . N d document portal by ing the: link aboy

feal free to contact ma
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BEC ACH Transfer Fraud Message Example (Redacted)

EXAMPLE 2: MESSAGING

Dutpatient Clinic - March Invoice
com> Reply All Forward eoe
To ® Mon 4/5/2021 2:33 PM
Cc ¢

If there are problems with how this message is displayed, click here to view it in a web browser.

KM
®

Py  InvNo09755210_033121.pdf -
L8 67KB

Hi

Please put a void on the check as we have been advised by our banker to hold all checks and payments on our Invoice Due to the current
government audit/review going on our account as a result of high taxes.

Kindly remit payment via ACH to avoid delay of funds.

Senior Accounting Manager

Zix ‘ appr’ver 2021 Mid-Year Global Threat Report / 14




Banking Trojan — Trickbot

Trickbot helped fill in the banking trojan void left behind early this year after the Emotet botnet
take-down. Campaign themes have varied per Trickbot affiliates and range anywhere from
fake traffic violations to purchase order ruses. Follow-up payloads observed from Trickbot
infections include crypto-mining software but are often more severe with ransomware
deployments throughout the victim’'s network using Ryuk or Conti. The largest Trickbot
campaign we have attributed to this trojan so far this year comprised of ~11,300 messages
targeting customers using a generic Purchase Order theme.

EXAMPLE 1: PURCHASE ORDER

Re:New PO#87534

Howard <info@ gr> n

HH. Te @ ks @®s.com 0 PM

P O#87534.7;
10KB :

Good day,
Please find attached our new PO and kindly confirm back if everything looks good on the PO.
Also, please advise on ETA for the shipment.
Thank vou.
Best regards,
Howard Been
TREE SR IRIES
PNR — Puschaser

Purchasing and Resources
el =S ¢ g GroupLtd
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Banking Trojan — Dridex

Dridex has been the leading malware threat by email volume with directly attached malware
this year. We have captured over 4.8 million Dridex laden messages in the first two quarters
with most originating out of the Cutwail Botnet. Dridex campaigns have varied but most use
an Excel attachment as the dropper to deliver the Dridex banking trojan. Outstanding invoices
or purchase receipts are popular message lures that are utilized with some of the more recent
examples spoofing NetSuite, QuickBooks, and Office Depot.

EXAMPLE 1: EXEL ATTACHMENT

Office Depot Store Receipt #387 7-001

Forward

1114 FM

is your

cation when i

dered to
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Banking Trojan — Qakbot

Qakbot is another banking trojan that appears to be attempting to fill in the void resulting
from the Emotet botnet takedown. Thus far in 2021, we have captured email lure variants in
many languages and themes attempting to distribute this threat. A German-based example is
pictured below that contains a Qakbot Excel loader within the attached zip file.

EXAMPLE 1: EXCEL LOADER

h] Automatische Antwort: Animation super h

Once the recipient extracts the Excel attachment and runs it, they will see a DocuSign lure
that urges the user to Enable Editing and Content to circumvent MS default disabled macros
and the protected view, which will launch the infection chain.

EXAMPLE 2: DOCUSIGN LURE

2 .- v Document25826.ds [Compatibility Mode] - Microsoft Excel
m Home Intert Page Layout Formulas Data Review View Developer
A B C D E F G H | J K L

Docu%n THISDOCUMENTIS ENCRYPTED BY

“ = DOCUSIGN®*PROTECTSERVICE

; PERFORM THE FOLLOWING STEPS TO PERFORM DECRYPTION
9

2D If this document was downloaded from Email, please click EnableEditing

il from the yellow bar above

,lz Once You have Enable Editing, please click EnableContent

15 from the yellow bar ab ove

16

17

': WHY | CANNOT OPEN THIS DOCUMENT?

2

21 - You are usingiOS or Android, please use Desktop PC
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Banking Trojan — IcedID (BokBot)

IcedID continued its evolution from its primary use as a Banking Trojan to a dropper for other
malware and that evolution has been accelerated in the wake of the Emotet takedown. IcedID
is a modular malware which historically targets user financial information and credentials but
isincreasingly being used as a dropper for other malware. In this campaign the bad actors
used a ZIP file containing an XLSM (macro-enabled excel) file and macros to deliver the
malware payload as XLS files have been its primary method for delivery.

EXAMPLE 1: BOKBOT XLSM ZIP

Re: bullet quote

- - - Rey Reply All Fy rd
@ .cor Th

-'. To ® 11:15 AM

§  Complaint_Copy_16775253%9_06172021:zip _,
§ 331 KB

Hello,

Just have a look at this

Thank you

Good afternoon,

Meed to get pricing on the following items:
1-1/2x%3x5/8-11 cone rock type 18R
2x3x5/8-11 cone rock type 18R

Thank you
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APT (Advanced Persistent
Threat) Spotlight - FIN7 /
JSSLoader RAT

FIN7 is one of the leading financially motivated APT actors who have been reported to

be a billion dollar hacking group by Wired with a long history of high-profile attacks. A

recent campaign attributed to the group was messages masquerading as a Brown-Forman
Corporation Letter of Complaint. The message enticed the recipient to click a link to retrieve
the “confidential communication.” If the user proceeds, they were redirected from the original
payload link to a site that was typo-squatting Brown-Forman (Browm-Forman[.Jcom). This

site contained a page with a “show complaint” button linked to a .xIsb file (Excel with binary
workbook) which dropped the FIN7 JSSLoader remote access trojan.

EXAMPLE 1: BROWN-FORMAN FIN7

Letter of complaint — Brown-Forman Corporation

R Al
<Charlie_ wm-Forman.com> Pl

Letter of complaint

{fhankdamerica.com/brown_farman Brown rman Corp
tap to follow link.
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https://www.wired.com/story/fin7-wild-inner-workings-billion-dollar-hacking-group/
https://apt.thaicert.or.th/cgi-bin/showcard.cgi?g=FIN7
https://blog.morphisec.com/the-evolution-of-the-fin7-jssloader

Remcos RAT -Tax Scam

This week we also saw malware distributors getting in on the tax theme. Below is a very
intriguing tax return malware campaign delivering the Remcos RAT. These actors exclusively
targeted CPA offices and like a campaign we observed around the same time last year.
Attached to the email are front and back images of a driver’s license which correspond with
the senders’ display name and email signature. The password protected XLSB (Excel Binary
File) unleashes the Remcos RAT after the password is used to open the file and the malicious
macros embedded within are run.

Upon investigation, it appears some if not all the DL data is accurate, and this is indeed a real
person whose information was compromised. The images are high resolution, but we were not
able to come to a determination one way or another on the legitimacy of the driver’s license.

EXAMPLE 1: TAX RETURN

Reguest For Tax Service

3 Raply | % Rl ¥ Ferard
Jenrifer <postmasier mmarthomesfs com > - .
To | recipr *

B T emedas BN mmciie L -,
4EKE T ', i KB

dosndey,

s e g e v e, Pt D bk bl o 1] S v T 0 s iy, | s ks 5750 05 TSR 3 o e sl ool el e oy 1 Ve | b st o psencl s e
el Vst e o e WP el mry boral o7 prssly s sl St el e 1000 foos Squers (e ek Dt st o s selaspn ed e, s Veaphae, Vg rmpriaed el ook e tha

¥ s g B g e g e gt B T, T LT e ST . |

[ P e

i - Bt | Uk e e s | e B g | v wheas 1 oot | mconnsoad fn U3 5 011 i | ot o e o P i 60 (LR 70t vt S o 18 B v
prermaly. |heie il L sristhess i ccming A D 10

Tnarsk. o — s s ot e v o o s sy (sl sl e el e sl ol Ko This yesar, uagh. e Dy Ben s o o an pena el

s |

";l"A 2

Sex Clars Doate af birth

el B Hiie7s
Eyes Endorsements  Iis REN

GRM NOMNE 11730/201%
Heighs Restrictions Ex

ST aN € 12/20/2027
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RAT - Formbook

The info-stealing Formbook malware actors continue to proliferate this year. They remain
relevant because Formbook is sold as “malware as a service” (MaaS) since 2016 and is easily
accessible. The threats offered via malware as a service model are particularly concerning
since they offer thorough support, tiered packages, and allow the average person with little to
no technical expertise the capability to cause significant harm.

In this campaign the executive recruiting company Search Works is being spoofed and
Formbook is delivered via macros embedded inside the DOCX file which is disguised as a deed
document.

EXAMPLE 1: SEARCHWORKS

SearchWorks | Deed Document Arrived

Document Ready SearchWorks = 14 May 2021

Hi there,
Document requested is now available for download

Kindly find attached 86267/2021 (PRETORIA)
Have any more questions?

Contact us on 0860 340 000
SearchWorks | All rights reserved | 4 Strategic (PTY) Ltd. | Unsubscribe 0860 340 000 | Ground Floor, Waterview 2, Waterview Close, Century City, 7441

Another Formbook campaign originated from an exploited mailbox peddling a malicious
“approved order” ZIP file. The ZIP contains an executable file which initiates the infection
process.

EXAMPLE 2: APPROVED ORDER

Re: New Order

E=l

Wed M
If there are problems with hets [ dayed, click here 10 view it in & web browser,

Y Orderzip
1 MIKB

Heilo,

We are placing our new order find the attached approved order and inform us estimated delivery peniod
We need your order confirmation with your delivery date ASAP

Do not hesitate 10 contact us in case of any questons

Besl regards,

Alain BT
Export Sales Manager
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Snake Keylogger (404 Keylogger)

The Snake info-stealer has been on the scene since around 2012 and has a few dangerous
capabilities to include stealing the victim's sensitive information by logging keystrokes, taking
screenshots, and extracting information from the clipboard. Earlier this year we observed a
“Payment Instruction” malware campaign using an executable file to deliver this keylogger.

EXAMPLE 1: PAYMENT INSTRUCTION

RE: PAYMENT INSTRUCTIONS

A

W M

021 10:2

PY To sales Dlmwmime cO.Uk

Outiook blocked access to the following potentially unsafe attachments: PAYMENT INSTRUCTIONS COPY.exe.

Dear Sir,
Pls Find Attached and confirm payment instruction copy.

We have wired the payment to your account twice and it returned
to us.

Please confirm from the attached instruction if there are
missing figures in account details and make corrections
were necessary so

Below you can see that these malicious actors packed what we suspect is Google chrome’s
offline dinosaur game into this executable file. There are references in the executable file to
“TRexUl," "RunGamelogic,” and “JumpPressed” which leads us to this assumption. This is a
common tactic to pack legitimate programs like games into malicious executables trying to
evade detection.

EXAMPLE 2: LEGITIMATE PROGRAM PACKING

atelistO0OfTrackedObjectsi>b__4_10 ¢ _|_DisplayClass4_0 cl_|_|Dii
splayClassd_|1 UpdatelistO0OfTrackedObjects>b_|_l (IEnumerable

ll Predicace 'l Stack 1l Comparison” "l |[List 1l objl (CS§3 8__loca
l|sil| |wvi} Intc32 eblj2 Vectior2 wv2 ] Hodule B CreateCompatctibl
eDC ReleaseDC DeleteDC GetWindowDC TRexAI VK RROW_DOWN Sys
tem.IO KEYEVENTF_KEYUP VIK_ARROW_UP [CAPTUREBLT ositionX KEY
EVENT XTENDEDKEY SRCCOPY posiciony value _ _ screenshctirzrea
msco ¢ hDe hde erSec RunGamelLogic System.Coll ction
s|.Generic nXSrec nYSrcre decSrec currentlId Thread Load Ad spee
d dineoslaurGrioun/dedButNots(Clc u/c h l speedFramesTracked Crouch?P
ressed JumpPressed id yJumpingThreshold hWnd Find |isTouchin
géround Createlnscance keyCode set_Mode CipherMode get_ _BigtE
ndianUnicode ravBGRAImage DectecctObjectsInlImage ravimage ima
gle BGCRAImageToGrayscale IDisposable CheckAndMarkObstacle Is
PointObstacle Idle RuntimelypeHandle GetIypeFromHandle ect
angle Console Writeline Adope ValueType ObjectTIype objeczTy
pe System.Core get_Culture set_Culture resocurceCulture et G
rayscaleScreenCapture ScreenShotCapture Dispose RunUpdate e
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Trend Data

Overall email threats were on an upward trend throughout the first half of 2021. We
quarantined over 2.9 billion email threats throughout the first half of 2021, which was a 13.5%
increase over the trailing 6-month period.

URL and text based attacks

700,000,000
600,000,000
500,000,000
400,000,000
300,000,000
200,000,000
100,000,000

0

1/1/2021 2/1/2021 3/1/2021 4/1/2021 5/1/2021 6/1/2021

Email with malware as an attachment trended down throughout the first five months of 2021
before rebounding in June. In all, we quarantined over 60 million messages with a malicious
attachment through the first half of the year.

Attached Malware Traffic

18,000,000
16,000,000
14,000,000
12,000,000
10,000,000
8,000,000
6,000,000
4,000,000

2,000,000 I
0

1/1/2021 2/1/2021 3/1/2021 412021 5/1/2021 6/1/2021
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The US was the most common point of origin for emails with malicious attachments. Below
are the top ten origination points for attached malware thus far in 2021.

Top Ten Malware Attack Origin

Below is a list of the most common malware attachment file type as observed by our filters
through the first half of 2021. Many of the archive formats listed below would include another
file type.

Top Malware Attachment Types

XLSVIRUS ZIPVIRUS DOCVIRUS PDFVIRUS RARVIRUS HTMVIRUS ISOVIRUS ACEVIRUS JSVIRUS ROOVIRUS
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